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1. Компетенции и индикаторы их достижения, проверяемые данными 

оценочными материалами 

Целью освоения дисциплины является формирование следующих компетенций: 

ПК-2 Способен квалифицированно применять нормативные правовые акты, 

реализовывать нормы материального и процессуального права в соответствующей сфере 

профессиональной деятельности. 

ПК-3 Способен осуществлять просветительскую, информационную и 

консультационную работу в соответствующей сфере профессиональной деятельности для 

граждан, юридических лиц, органов государственной власти и местного самоуправления, 

общественных объединений. 

Результатами освоения дисциплины являются следующие индикаторы достижения 

компетенций: 

ИПК 2.1 Знает правовые основы и правоприменительную практику; теоретические 

основы юридической оценки ситуаций; методику решения практических задач 

применения норм материального и процессуального права в сфере права 

интеллектуальной собственности и цифровых прав 

ИПК 2.2 Знает правовые основы и правоприменительную практику; теоретические 

основы юридической оценки ситуаций; методику решения практических задач 

применения норм материального и процессуального права в сфере права 

интеллектуальной собственности и цифровых прав 

ИПК 2.3 Составляет правовые документы по требованиям юридической техники в 

сфере права интеллектуальной собственности и цифровых прав 

ИПК 3.1 Знает законодательство об осуществлении просветительской, 

информационной и консультационной работы в сфере права интеллектуальной 

собственности и цифровых прав для физических и юридических лиц, органов 

государственной власти и местного самоуправления, общественных объединений; виды и 

формы юридических консультаций, применяемых в сфере права интеллектуальной 

собственности и цифровых прав 

ИПК 3.2 Составляет юридические заключения, используемые для осуществления 

просветительской, информационной и консультационной работы в сфере права 

интеллектуальной собственности и цифровых прав для физических и юридических лиц, 

органов государственной власти и местного самоуправления, общественных объединений 

ИПК 3.3 Владеет навыками представления юридических заключений, 

используемых для осуществления просветительской, информационной и 

консультационной работы в сфере права интеллектуальной собственности и цифровых 

прав для физических и юридических лиц, органов государственной власти и местного 

самоуправления, общественных объединений 

2. Оценочные материалы текущего контроля и критерии оценивания 

Текущий контроль по дисциплине проводится путем проведения регулярного 

устного опроса по пройденному материалу, индивидуального и коллективного написания 

и обсуждения рефератов, проведения семинарских занятий, решения задач, и фиксируется 

в форме контрольной точки не менее одного раза в семестр. 

Устный опрос (является средством измерения формирования ПК-2, ПК-3, ПК-4) 

Устный опрос позволяет оценить знания и кругозор студента, умение логически 

построить ответ, владение монологической речью и иные коммуникативные навыки. 

Опрос – важнейшее средство развития мышления и речи. Он обладает большими 

возможностями воспитательного воздействия преподавателя. 

Примерные вопросы для устного опроса по теме «Персональные данные в РФ и за 

рубежом»: 

Понятие персональных данных в России и в зарубежных странах. Критерии 

отнесения информации к персональным данным: правовые проблемы и пути их решения. 



Виды персональных данных и правила обращения с каждым видом. Цели 

обработки. Принципы обработки персональных данных. Минимизация и ограничение 

целью обработки. Права субъектов данных: право на доступ, право на исправление 

искаженной, недостоверной и устаревшей информации, право «на забвение». Правила 

трансграничной передачи. Обязательства процессора и контроллера. 

Основания для обработки персональных данных. Договорные основания для 

обработки персональных данных. Обработка персональных данных в публичных 

интересах. 

 

Критерии оценивания устного ответа: 

• правильность ответа; 

• сочетание полноты и лаконичности ответа; 

• ориентирование в нормативной, научной и специальной литературе; 

• логика и аргументированность изложения; 

• культура ответа. 

 

Ответ обучающегося на семинарском (практическом) занятии оценивается одной 

из следующих оценок: «зачтено» и «не зачтено». 

Оценка «зачтено» ставится студенту, показавшему полное знание исследуемого 

учебного и нормативного материала, усвоившему основную и ознакомившемуся с 

дополнительной литературой, по теме занятия. 

Также оценка «зачтено» ставится студентам, показавшим знание основного 

учебного материала в объеме, необходимом для дальнейшей учебы, но допустивших 

погрешности в ответе, не носящих принципиального характера, когда установлено, что 

студент обладает необходимыми знаниями для последующего устранения указанных 

погрешностей под руководством преподавателя. 

Оценка «не зачтено» ставится обучающимся, обнаружившим пробелы в знаниях 

основного учебного материала, допускающим принципиальные ошибки в ответе на 

поставленный вопрос. Такой оценки заслуживают ответы обучающихся, носящие 

несистематизированный, отрывочный, поверхностный характер, когда студент не 

понимает существа излагаемых им вопросов. 

 

 Решение задач (кейсов) (является средством измерения формирования ПК-

2, ПК-3, ПК-4) 

Проблемное задание, в котором обучающемуся предлагается осмыслить реальную 

профессионально-ориентированную ситуацию, необходимую для решения данной 

проблемы. 

Примеры задач: 

Задача 1. 

Аспирант кафедры уголовного права ТГУ, обратился в МВД РФ с просьбой 

предоставить ему информацию о совершенных на территории Томской области 

преступлениях в области оборота наркотических и психотропных веществ, а также 

предоставить информацию о правонарушениях в данной области, совершенных 

несовершеннолетними. Данная информация была необходима ему в целях написания 

кандидатской диссертации.  Руководство отказало в предоставлении данного рода 

информации обосновав это тем, что данная информация является конфиденциальной и 

имеет статус персональных данных, в связи с чем не может быть предоставлена в научных 

целях гражданскому лицу без согласия субъектов персональных данных, а учитывая 

количество данного рода преступлений получить согласия от всех субъектов 

персональных данных невозможно.  

Относится ли эта информация к персональным данным? В каком случае 

персональные данные могут обрабатываться без согласия субъекта персональных данных? 



Задача 2. 

Секретарь директора ООО «Синтез» Кулешова сообщила своей знакомой 

Тарасовой о том, что случайно на рабочем столе директора предприятия прочитала проект 

договора с АО «Омега», кратко изложила Тарасовой его содержание. Через некоторое 

время в СМИ появилась информация, компрометирующая ООО «Синтез», в том числе 

была опубликована информация о договоре, который ООО «Синтез» и АО «Омега» 

предполагали заключить. После публикации АО «Омега» отказалось заключать договор. 

ООО «Синтез» стало известно об источнике утечки информации о договоре, который оно 

имело намерение заключить с АО «Омега».  ООО «Синтез» предъявило иск к Кулешовой 

о возмещении убытков, вызванных распространением сведений, составляющих 

коммерческую тайну. Кулешова против иска возражала, ссылаясь на то, что она является 

только техническим работником и не может быть субъектом такой ответственности, 

кроме того, по ее мнению, переданная информация не может рассматриваться как 

коммерческая тайна. 

 

Критерии оценки: 

Решение задачи (кейса) оценивается на оценки «зачтено» и «не зачтено». 

Оценка «зачтено» выставляется за четкий, не позволяющий двойного толкования 

ответ, содержащий ссылки на действующее законодательство и судебную практику, а 

также за способность анализировать рассматриваемую норму и применять ее в 

конкретном случае на практике, убедительно аргументируя свои выводы. 

Оценка «зачтено» также выставляется за четкий содержащий ссылки на 

нормативную базу ответ, который первоначально не позволяет однозначно трактовать 

изложенный студентом материал, но при этом с помощью дополнительных вопросов 

студент показывает способность ориентироваться в нормах и применять их к 

соответствующим обстоятельствам. 

Оценка «не зачтено» ставится, если задача не решена, решена неверно (дана 

неправильная юридическая квалификация, сформулировано некорректное ходатайство, 

озвучены неправильные правовые последствия совершения отдельного процессуального 

действия). 

 

 Доклад (является средством измерения формирования ПК-2, ПК-3, ПК-4). 

Доклад – это продукт самостоятельной работы студента, представляющий собой 

публичное выступление по представлению полученных результатов решения 

определенной учебно-практической, учебно-исследовательской или научной темы. 

Примерные темы для докладов и проведения панельных дискуссий: 

1. Соотношение GDPR и законодательства о персональных России. 

2. Условия для сбора и обработки персональных данных в GDPR. 

3. Коммерческая тайна. 

4. Государственная тайна. 

5. Иная охраняемая законом тайна: виды, критерии отнесения, нормативное 

регулирование. 

6. Персональные данные и неприкосновенность частной жизни. 

7. Персональные данные в цифровой век. 

8. Принципы сбора и обработки персональных данных. 

9. Основные правовые институты охраны информационных прав и свобод.  

10. Международно-правовые и конституционные гарантии реализации права на 

доступ к информации.  

11. Правовые режимы информационных ресурсов.  

12. Проблемы оборота и охраны конфиденциальной информации 

 

Критерии оценивания доклада: 



– актуальность избранной темы, 

– научная и практическая значимость обсуждаемой темы, 

– качество доклада, 

– сопровождение иллюстративным (демонстрационным) материалом, 

– глубина изучения состояния проблемы, использование современной 

научной литературы при подготовке доклада, 

– логика изложения доклада, 

– убедительность рассуждений, 

– оригинальность мышления, 

– ответы на вопросы слушателей. 

 

Доклад оценивается оценками «зачтено» и «не зачтено». 

 

Оценка «зачтено» выставляется в том случае, если: 

– содержание доклада в целом соответствует заявленной теме; 

– доклад актуален, правильно оформлен; 

– приведена практика; 

– представлены количественные показатели, характеризующие

 проблемную ситуацию; 

– практические рекомендации обоснованы. 

 

Оценка «не зачтено» выставляется в том случае, если: 

– содержание доклада не соответствует ее теме; 

–доклад содержит существенные теоретико-методологические

 ошибки и  

поверхностную аргументацию основных положений. 

3. Оценочные материалы итогового контроля (промежуточной аттестации) и 

критерии оценивания 

Зачет во втором семестре проводится в письменной форме по билетам, в том 

числе,  возможно индивидуальное собеседование по перечню вопросов к промежуточной 

аттестации. Билет состоит из двух вопросов. Продолжительность зачета 1,5 часа. 

Примерный перечень теоретических вопросов: 

1. Законодательство в сфере защиты информации. 

2. Понятие и виды информации. Информация как объект права. 

3. Информация свободного и ограниченного доступа. Общая характеристика. 

4. Коммерческая тайна. 

5. Государственная тайна. 

6. Иная охраняемая законом тайна. 

7. Персональные данные. Понятие, критерии отнесения информации к персональным 

данным. 

8. Общий регламент о защите персональных данных (GDPR) и законодательство о 

персональных данных в РФ. 

9. Принципы сбора персональных данных. 

10. Условия для сбора персональных данных. 

11. Договорные основания сбора и обработки персональных данных. 

12. Классификация персональных данных. 

13. Права субъектов персональных данных. 

14. Обязанности оператора. 

15. Сбор персональных данных в сети Интернет. 

16. Ответственность за нарушение законодательства о персональных данных. 

17. Порядок и правила работы с персональными данными.  



18. Порядок ограничения доступа к информации, обрабатываемой с нарушением 

законодательства Российской Федерации в области персональных данных. Порядок 

ограничения доступа к информации, распространяемой с нарушением закона. 

19. Принцип законности при сборе и обработке персональных данных. 

20. Минимизация и ограничение целью обработки персональных данных. 

21. Порядок отнесения информации к государственной тайне.  

22. Порядок отнесения информации к сведениям, составляющим коммерческую тайну. 

23. Право на доступ к информации. 

24. Право «на забвение». 

25. Дисциплинарная ответственность в информационной сфере. 

26. Административная ответственность в информационной сфере. 

27. Уголовная ответственность в информационной сфере. 

28. Гражданско-правовая ответственность в информационной сфере. 

 

Результаты зачета определяются оценками «зачтено», «не зачтено». 

Оценка «зачтено» ставится студенту, показавшему всесторонние знания учебного и 

нормативного материала, способному свободно выполнять задания, предусмотренные 

программой, усвоившему основную и знакомившийся с дополнительной литературой, 

рекомендованной кафедрой. Также оценка «зачтено» выставляется студентам, 

обнаружившим полное знание учебного материала, успешно выполняющим 

предусмотренные в программе задания, усвоившим основную литературу, 

рекомендованную кафедрой, демонстрирующим систематический характер знаний по 

дисциплине и способным к их самостоятельному пополнению и обновлению в ходе 

дальнейшей учебной работы и профессиональной деятельности. Наконец, оценкой 

«зачтено» оцениваются ответы обучающихся, показавших знание основного учебного 

материала в объеме, необходимом для дальнейшей учебы и в предстоящей работе по 

профессии, справляющихся с выполнением заданий, предусмотренных программой, но 

допустивших погрешности в ответе на зачете, не носящие принципиального характера, 

когда установлено, что студент обладает необходимыми знаниями для последующего 

устранения указанных погрешностей под руководством преподавателя.  

Оценка «не зачтено» выставляется обучающимся, обнаружившим пробелы в 

знаниях основного учебного материала, допускающим принципиальные ошибки в 

выполнении предусмотренных программой заданий. Такой оценки заслуживают ответы 

обучающихся, носящие несистематизированный, отрывочный, поверхностный характер, 

когда студент не понимает существа излагаемых им вопросов, что свидетельствует о том, 

что он не может дальше продолжать обучение или приступать к профессиональной 

деятельности без дополнительных занятий по соответствующей дисциплине. 

4. Оценочные материалы для проверки остаточных знаний 

(сформированности компетенций)  

Компетенции: 

 

Каждый вариант: 

ИПК-2.1 – 1-3; 

ИПК-2.2 – 4-6; 

ИПК-2.3 – 7–9; 

ИПК-3.1 – 10-12; 

ИПК-3.2 – 13-14; 

ИПК-3.3 – 15-16; 

ИПК-4.1 – 17-19; 



ИПК4.2 – 20-23; 

ИПК-4.3 24-25. 

Вариант 1. 

 

1. Персональные данные это: 

любая информация, относящаяся к прямо или косвенно определенному или 

определяемому физическому лицу 

любая информация, относящаяся к прямо или косвенно определенному или 

определяемому физическому или юридическому лицу 

любая информация, относящаяся к прямо определенному или определяемому 

физическому лицу 

любая информация, относящаяся к определенному физическому лицу 

 

2. Кто может выступать субъектом персональных данных? 

Только физические лица 

Только юридические лица 

Физические и юридические лица 

Физические, юридические лица и государственные органы 

 

3. Относится ли хранение персональных данных работников к их обработке? 

да 

нет 

нет, если данные не передаются третьим лицам 

да, но только если данные передаются третьим лицам 

 

4. Может ли работодатель получать персональные данные работника от третьих лиц? 

Да, в любом случае 

Да, с его письменного согласия 

Да с его устного согласия 

Нет в любом случае 

 

5. По общему правилу биометрические персональные данные обрабатываются: 

С письменного согласия гражданина 

С устного согласия гражданина 

Без согласия гражданина 

 

6. Что из перечисленного можно отнести к персональным данным? 

А) IP-адрес 

Б) Имя человека 

В) Кличка собаки 

Г) регистрационный номер юридического лица 

 

7. Специальные категории персональных данных включают в себя сведения о: 

Расовой принадлежности 

национальной принадлежности 

фотографию гражданина 



ФИО гражданина 

 

8. Относится ли систематизация персональных данных работников к их обработке? 

да 

нет 

нет, если данные не передаются третьим лицам 

да, но только если данные передаются для систематизации третьим лицам 

 

9. Может ли работодатель передавать персональные данные работника третьим лицам? 

Да, в любом случае 

Да, с его письменного согласия 

Да с его устного согласия 

Нет в любом случае 

 

10. По общему правилу специальные категории персональных данных обрабатываются: 

С письменного согласия гражданина 

С устного согласия гражданина 

Без согласия гражданина 

 

11. Режим коммерческой тайны может быть распространен на любую информацию, в том 

числе и на ту, которая не обладает признаками результата интеллектуальной деятельности 

при условии, что она соответствует следящим признакам: 

а) коммерческая ценность; 

б) неизвестность третьим лицам; 

в) отсутствие свободного доступа к такой информации на законном основании; 

г) принятие обладателем этой информации мер к охране ее конфиденциальности путем 

введения режима коммерческой тайны. 

д) охраноспособность как объект авторского права 

е) охраноспособность как объект промышленной собственности 

 

12. Условия признания программы для ЭВМ секретом производства: 

а) сведения имеют действительную или потенциальную коммерческую ценность 

вследствие неизвестности их третьим лицам; 

б) к таким сведениям у третьих лиц нет свободного доступа на законном основании; 

в) обладатель таких сведений принимает разумные меры для соблюдения их 

конфиденциальности, в том числе путем введения режима коммерческой тайны. 

г) обладатель ввел режим коммерческой тайны в отношении сведений 

д) охраноспособность как объект авторского права 

е) охраноспособность как объект промышленной собственности 

 

13. Информация, в соответствии с действующим законодательством, это: 

сведения (сообщения, данные) независимо от формы их представления 

сведения о лицах, предметах, фактах, событиях, явлениях и процессах независимо от 

формы их представления 

сведения о лицах, предметах, фактах, событиях, явлениях и процессах, зафиксированные 

на материальном носителе 



сведения об определенных объектах 

 

14. Инсайдерская информация относится к: 

Информации свободного доступа 

Конфиденциальной информации 

Государственной тайне 

Нотариальной тайне 

 

15. Закон вводит презумпцию *** информации: 

Конфиденциальности 

Ограниченности 

Открытости 

 

16. Государственная тайна – это:  

А) защищаемые государством сведения в области его военной, внешнеполитической, 

экономической, разведывательной, контрразведывательной и оперативно-розыскной 

деятельности, распространение которых может нанести ущерб безопасности Российской 

Федерации 

Б) режим конфиденциальности информации, позволяющий ее обладателю при 

существующих или возможных обстоятельствах увеличить доходы, избежать 

неоправданных расходов, сохранить положение на рынке товаров, работ, услуг или 

получить иную коммерческую выгоду; 

В) сведения любого характера о результатах интеллектуальной деятельности в научно-

технической сфере и о способах осуществления профессиональной деятельности, 

имеющие действительную или потенциальную коммерческую ценность вследствие 

неизвестности их третьим лицам, если к таким сведениям у третьих лиц нет свободного 

доступа на законном основании и обладатель таких сведений принимает разумные меры 

для соблюдения их конфиденциальности 

 

 

17. Коммерческая тайна – это 

 

А) защищаемые государством сведения в области его военной, внешнеполитической, 

экономической, разведывательной, контрразведывательной и оперативно-розыскной 

деятельности, распространение которых может нанести ущерб безопасности Российской 

Федерации 

Б) режим конфиденциальности информации, позволяющий ее обладателю при 

существующих или возможных обстоятельствах увеличить доходы, избежать 

неоправданных расходов, сохранить положение на рынке товаров, работ, услуг или 

получить иную коммерческую выгоду; 

В) сведения любого характера о результатах интеллектуальной деятельности в научно-

технической сфере и о способах осуществления профессиональной деятельности, 

имеющие действительную или потенциальную коммерческую ценность вследствие 

неизвестности их третьим лицам, если к таким сведениям у третьих лиц нет свободного 

доступа на законном основании и обладатель таких сведений принимает разумные меры 

для соблюдения их конфиденциальности 



 

18. Сведения о следующих полезных ископаемых относятся к государственной тайне: 

Бериллий 

Особо чистое кварцевое сырье 

Никель          

Кобальт        

Тантал        

Литий                                      

                

19. Какие меры включают в себя действия по установлению режима коммерческой тайны? 

1) определение перечня информации, составляющей коммерческую тайну; 

2) ограничение доступа к информации, составляющей коммерческую тайну, путем 

установления порядка обращения с этой информацией и контроля за соблюдением такого 

порядка; 

3) учет лиц, получивших доступ к информации, составляющей коммерческую тайну, и 

(или) лиц, которым такая информация была предоставлена или передана; 

4) регулирование отношений по использованию информации, составляющей 

коммерческую тайну, работниками на основании трудовых договоров и контрагентами на 

основании гражданско-правовых договоров; 

5) нанесение на материальные носители, содержащие информацию, составляющую 

коммерческую тайну, или включение в состав реквизитов документов, содержащих такую 

информацию, грифа "Коммерческая тайна" с указанием обладателя такой информации. 

6) получение согласия на установление режима коммерческой тайны у уполномоченных 

органов; 

7) депонирование информации, составляющей коммерческую тайну, у нотариуса. 

 

20. Срок действия исключительного права на секрет производства определяется: 

временем, в течение которого сохраняются условия его охраны; 

временем жизни автора +70 лет; 

локальными актами организации, но не может составлять больше 20 лет; 

законодательством, но не может составлять менее 20 лет. 

 

21. Дайте определение документа: 

A) материальный объект с информацией, зафиксированной созданным человеком 

способом, для её передачи во времени и пространстве 

B) зафиксированная на носителе информация с реквизитами, позволяющими ее 

идентифицировать. 

C) стандартное расположение материала 

D) текст 

 

22. В зависимости от средств документирования различаются способы документирования: 

А) текстовые; кино-, фото-, видеодокументы; электронные; 

Б) простые и сложные; 

В) внешние и внутренние; 

Г) типовые, трафаретные и индивидуальные 

Д) рукописные; машинописные; электронные; 



 

23. По средствам и способам документирования информации документы бывают: 

А) текстовые; кино-, фото-, видеодокументы; электронные; 

Б) простые и сложные; 

В) внешние и внутренние; 

Г) типовые, трафаретные и индивидуальные 

Д) рукописные; машинописные; электронные; 

 

24. По содержанию документы бывают: 

А) текстовые; кино-, фото-, видеодокументы; электронные; 

Б) простые и сложные; 

В) внешние и внутренние; 

Г) типовые, трафаретные и индивидуальные 

Д) рукописные; машинописные; электронные; 

 

25. По месту исполнения документы бывают: 

А) текстовые; кино-, фото-, видеодокументы; электронные; 

Б) простые и сложные; 

В) внешние и внутренние; 

Г) типовые, трафаретные и индивидуальные 

Д) рукописные; машинописные; электронные; 

 

 

Вариант 2 

 

1. По степени гласности документы бывают: 

А) текстовые; кино-, фото-, видеодокументы; электронные; 

Б) простые и сложные; 

В) секретные и несекретные; 

Г) типовые, трафаретные и индивидуальные 

Д) секретные, несекретные, сверхсекретные, ограниченного доступа. 

 

2. По назначению документы делятся на: 

А) подлинник, копия, дубликат, выписка. 

Б) простые и сложные; 

В) внешние и внутренние; 

Г) типовые, трафаретные и индивидуальные 

Д) рукописные; машинописные; электронные; 

 

3. Существует три степени секретности сведений, составляющих государственную тайну: 

А) секретно, совершенно секретно, особой важности; 

Б) секретно, очень секретно, совершенно секретно 

В) секретно, повышенная секретность, совершенно секретно 

Г) секретно, супер секретно, совершенно секретно. 

 

4. По степени достоверности с точки зрения права документы бывают:  



А) Достоверные и подложные; 

Б) Истинные и ложные; 

В) Фальшивые и оригинальные; 

 

5. Информационная функция документа относится к: 

А) Общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

 

6. Социальная функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

7. Управленческая функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

8. Правовая функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

 

9. Что из перечисленного можно отнести к персональным данным? 

А) Фотографию человека 

Б) Имя человека 

В) Кличка собаки 

Г) ФИО человека и его паспортные данные 

д) регистрационный номер юридического лица 

 

10. специальные категории персональных данных включают в себя сведения о: 

Расовой принадлежности 

национальной принадлежности 

фотографию гражданина 

ФИО гражданина 

 

11. Относится ли систематизация персональных данных работников к их обработке? 

да 

нет 



нет, если данные не передаются третьим лицам 

да, но только если данные передаются для систематизации третьим лицам 

 

12. Может ли работодатель передавать персональные данные работника третьим лицам? 

Да, в любом случае 

Да, с его письменного согласия 

Да с его устного согласия 

Нет в любом случае 

 

13. Кто может выступать субъектом персональных данных? 

Только физические лица 

Только юридические лица 

Физические и юридические лица 

Физические, юридические лица и государственные органы 

 

14. Может ли работодатель получать персональные данные работника от третьих лиц? 

Да, в любом случае 

Да, с его письменного согласия 

Да с его устного согласия 

Нет в любом случае 

 

15. Закон вводит презумпцию *** информации: 

Конфиденциальности 

Ограниченности 

Открытости 

 

16. Условия признания программы для ЭВМ секретом производства: 

а) сведения имеют действительную или потенциальную коммерческую ценность 

вследствие неизвестности их третьим лицам; 

б) к таким сведениям у третьих лиц нет свободного доступа на законном основании; 

в) обладатель таких сведений принимает разумные меры для соблюдения их 

конфиденциальности, в том числе путем введения режима коммерческой тайны. 

г) обладатель ввел режим коммерческой тайны в отношении сведений 

д) охраноспособность как объекта авторского права 

е) охраноспособность как объекта промышленной собственности 

 

17. Информация, в соответствии с действующим законодательством, это: 

сведения (сообщения, данные) независимо от формы их представления 

сведения о лицах, предметах, фактах, событиях, явлениях и процессах независимо от 

формы их представления 

сведения о лицах, предметах, фактах, событиях, явлениях и процессах, зафиксированные 

на материальном носителе 

сведения об определенных объектах 

 

18. Распространение персональных данных: 



а) действия, направленные на раскрытие персональных данных неопределенному кругу 

лиц;  

б) действия, направленные на раскрытие персональных данных определенному лицу или 

определенному кругу лиц 

в) временное прекращение обработки персональных данных 

г) действия, в результате которых становится невозможным восстановить содержание 

персональных данных в информационной системе персональных данных и (или) в 

результате которых уничтожаются материальные носители персональных данных 

д) действия, в результате которых становится невозможным без использования 

дополнительной информации определить принадлежность персональных данных 

конкретному субъекту персональных данных 

 

19. Предоставление персональных данных: 

а) действия, направленные на раскрытие персональных данных неопределенному кругу 

лиц;  

б) действия, направленные на раскрытие персональных данных определенному лицу или 

определенному кругу лиц 

в) временное прекращение обработки персональных данных 

г) действия, в результате которых становится невозможным восстановить содержание 

персональных данных в информационной системе персональных данных и (или) в 

результате которых уничтожаются материальные носители персональных данных 

д) действия, в результате которых становится невозможным без использования 

дополнительной информации определить принадлежность персональных данных 

конкретному субъекту персональных данных 

 

 

20. Блокирование персональных данных: 

а) действия, направленные на раскрытие персональных данных неопределенному кругу 

лиц;  

б) действия, направленные на раскрытие персональных данных определенному лицу или 

определенному кругу лиц 

в) временное прекращение обработки персональных данных 

г) действия, в результате которых становится невозможным восстановить содержание 

персональных данных в информационной системе персональных данных и (или) в 

результате которых уничтожаются материальные носители персональных данных 

д) действия, в результате которых становится невозможным без использования 

дополнительной информации определить принадлежность персональных данных 

конкретному субъекту персональных данных 

 

21. Конфиденциальность информации: 

А) возможность получения информации и ее использования;  

б) обязательное для выполнения лицом, получившим доступ к определенной информации, 

требование не передавать такую информацию третьим лицам без согласия ее обладателя;  

в) действия, направленные на получение информации определенным кругом лиц или 

передачу информации определенному кругу лиц;  



г) действия, направленные на получение информации неопределенным кругом лиц или 

передачу информации неопределенному кругу лиц;  

 

 

22. Сайт в сети Интернет: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) обозначение символами, предназначенное для адресации сайтов в сети "Интернет" в 

целях обеспечения доступа к информации, размещенной в сети "Интернет"; 

г) идентификатор в сети передачи данных, определяющий при оказании телематических 

услуг связи абонентский терминал или иные средства связи, входящие в информационную 

систему; 

 

23. Сайт в сети Интернет: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) обозначение символами, предназначенное для адресации сайтов в сети "Интернет" в 

целях обеспечения доступа к информации, размещенной в сети "Интернет"; 

г) идентификатор в сети передачи данных, определяющий при оказании телематических 

услуг связи абонентский терминал или иные средства связи, входящие в информационную 

систему; 

 

24. Страница сайта в сети Интернет: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) обозначение символами, предназначенное для адресации сайтов в сети "Интернет" в 

целях обеспечения доступа к информации, размещенной в сети "Интернет"; 

г) идентификатор в сети передачи данных, определяющий при оказании телематических 

услуг связи абонентский терминал или иные средства связи, входящие в информационную 

систему; 

 



25. Доменное имя: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) обозначение символами, предназначенное для адресации сайтов в сети "Интернет" в 

целях обеспечения доступа к информации, размещенной в сети "Интернет"; 

г) идентификатор в сети передачи данных, определяющий при оказании телематических 

услуг связи абонентский терминал или иные средства связи, входящие в информационную 

систему; 

 

 

Вариант 3. 

 

1. Коммуникативная функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

2. Культурная функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

3. Учетная функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

4. Историческая функция документа относится к: 

А) общим функциям 

Б) Специальным функциям 

В) Особым функциям 

Г) Не относится к функциям. 

 

5. По общему правилу специальные категории персональных данных обрабатываются: 

С письменного согласия гражданина 

С устного согласия гражданина 

Без согласия гражданина 

 



 

6. Персональные данные это: 

любая информация, относящаяся к прямо или косвенно определенному или 

определяемому физическому лицу 

любая информация, относящаяся к прямо или косвенно определенному или 

определяемому физическому или юридическому лицу 

любая информация, относящаяся к прямо определенному или определяемому 

физическому лицу 

любая информация, относящаяся к определенному физическому лицу 

 

7. Кто может выступать субъектом персональных данных? 

Только физические лица 

Только юридические лица 

Физические и юридические лица 

Физические, юридические лица и государственные органы 

 

8. Относится ли хранение персональных данных работников к их обработке? 

да 

нет 

нет, если данные не передаются третьим лицам 

да, но только если данные передаются третьим лицам 

 

9. Может ли работодатель получать персональные данные работника от третьих лиц? 

Да, в любом случае 

Да, с его письменного согласия 

Да с его устного согласия 

Нет в любом случае 

 

10. По общему правилу биометрические персональные данные обрабатываются: 

С письменного согласия гражданина 

С устного согласия гражданина 

Без согласия гражданина 

 

 

11. Уничтожение персональных данных: 

а) действия, направленные на раскрытие персональных данных неопределенному кругу 

лиц;  

б) действия, направленные на раскрытие персональных данных определенному лицу или 

определенному кругу лиц 

в) временное прекращение обработки персональных данных 

г) действия, в результате которых становится невозможным восстановить содержание 

персональных данных в информационной системе персональных данных и (или) в 

результате которых уничтожаются материальные носители персональных данных 

д) действия, в результате которых становится невозможным без использования 

дополнительной информации определить принадлежность персональных данных 

конкретному субъекту персональных данных 



 

12.  Обезличивание персональных данных: 

а) действия, направленные на раскрытие персональных данных неопределенному кругу 

лиц;  

б) действия, направленные на раскрытие персональных данных определенному лицу или 

определенному кругу лиц 

в) временное прекращение обработки персональных данных 

г) действия, в результате которых становится невозможным восстановить содержание 

персональных данных в информационной системе персональных данных и (или) в 

результате которых уничтожаются материальные носители персональных данных 

д) действия, в результате которых становится невозможным без использования 

дополнительной информации определить принадлежность персональных данных 

конкретному субъекту персональных данных 

 

 

13. Предоставление информации: 

А) возможность получения информации и ее использования;  

б) обязательное для выполнения лицом, получившим доступ к определенной информации, 

требование не передавать такую информацию третьим лицам без согласия ее обладателя;  

в) действия, направленные на получение информации определенным кругом лиц или 

передачу информации определенному кругу лиц;  

г) действия, направленные на получение информации неопределенным кругом лиц или 

передачу информации неопределенному кругу лиц;  

 

 

 

14. Распространение информации: 

А) возможность получения информации и ее использования;  

б) обязательное для выполнения лицом, получившим доступ к определенной информации, 

требование не передавать такую информацию третьим лицам без согласия ее обладателя;  

в) действия, направленные на получение информации определенным кругом лиц или 

передачу информации определенному кругу лиц;  

г) действия, направленные на получение информации неопределенным кругом лиц или 

передачу информации неопределенному кругу лиц;  

 

15. Сетевой адрес: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) обозначение символами, предназначенное для адресации сайтов в сети "Интернет" в 

целях обеспечения доступа к информации, размещенной в сети "Интернет"; 



г) идентификатор в сети передачи данных, определяющий при оказании телематических 

услуг связи абонентский терминал или иные средства связи, входящие в информационную 

систему; 

 

 

16. Владелец сайта в сети Интернет: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) лицо, самостоятельно и по своему усмотрению определяющее порядок использования 

сайта в сети "Интернет"; 

г) лицо, оказывающее услуги по предоставлению вычислительной мощности для 

размещения информации в информационной системе, постоянно подключенной к сети 

"Интернет";  

 

 

17.  Провайдер хостинга: 

а) совокупность программ для электронных вычислительных машин и иной информации, 

содержащейся в информационной системе, доступ к которой обеспечивается посредством 

информационно-телекоммуникационной сети "Интернет" по доменным именам и (или) по 

сетевым адресам, позволяющим идентифицировать сайты в сети "Интернет";  

б) часть сайта в сети "Интернет", доступ к которой осуществляется по указателю, 

состоящему из доменного имени и символов, определенных владельцем сайта в сети 

"Интернет"; 

в) лицо, самостоятельно и по своему усмотрению определяющее порядок использования 

сайта в сети "Интернет", в том числе порядок размещения информации на таком сайте; 

г) лицо, оказывающее услуги по предоставлению вычислительной мощности для 

размещения информации в информационной системе, постоянно подключенной к сети 

"Интернет". 

 

 

18. Правом на доступ к информации обладают: 

а) граждане и юридические лица; 

б) только граждане; 

в) только юридические лица; 

г) только уполномоченные органы. 

 

19. Доступ к экологической информации: 

а) может быть ограничен на основании указа Президента; 

б) может быть ограничен на основании постановления Правительства; 

в) может быть ограничен при установлении режима коммерческой тайны; 

г) не может быть ограничен. 



 

20. Открытые данные – это: 

А) Информация, размещаемая ее обладателями в сети "Интернет" в формате, 

допускающем автоматизированную обработку без предварительных изменений человеком 

в целях повторного ее использования; 

Б) Информация, размещаемая ее обладателями в сети "Интернет" в любом формате, в том 

числе, допускающем автоматизированную обработку без предварительных изменений 

человеком в целях повторного ее использования; 

В) Информация, размещаемая ее обладателями в сети "Интернет" в любом формате, в том 

числе допускающем автоматизированную обработку без предварительных изменений 

человеком в целях ее повторного некоммерческого использования; 

Г) Информация, размещаемая ее обладателями в сети "Интернет" в формате, 

допускающем автоматизированную обработку без предварительных изменений человеком 

в целях повторного некоммерческого использования; 

 

21. Информация о размерах и структуре доходов некоммерческих организаций, о размерах 

и составе их имущества, об их расходах, о численности и об оплате труда их работников, 

об использовании безвозмездного труда граждан в деятельности некоммерческой 

организации: 

А) не может быть отнесена к коммерческой тайне 

Б) относится к коммерческой тайне 

В) может быть отнесена к коммерческой тайне на основании указа Президента 

Г) относится к государственной тайне 

 

22. В случае, если оператор поручает обработку персональных данных другому лицу, 

ответственность перед субъектом персональных данных за действия указанного лица 

несет: 

А) оператор; 

Б) представитель оператора; 

В) лицо, которому поручена обработка персональных данных. 

 

23. Согласие на обработку специальных категорий персональных данных дается: 

А) в письменной форме 

Б) В устной форме 

В) В нотариальной форме 

Г) Конклюдентными действиями  

 

24. Оператор обязан предоставить субъекту персональных данных сведения об обработке 

персональных данных: 

А) в течение десяти рабочих дней с момента обращения либо получения оператором 

запроса субъекта персональных данных или его представителя  

Б) в течение десяти календарных дней с момента обращения либо получения оператором 

запроса субъекта персональных данных или его представителя  

В) в течение семи рабочих дней с момента обращения либо получения оператором запроса 

субъекта персональных данных или его представителя 



Г) в течение десяти рабочих дней с момента получения оператором запроса субъекта 

персональных данных. 

 

25. Оператор обязан уведомить уполномоченный орган по защите прав субъектов 

персональных данных о своем намерении осуществлять обработку персональных данных: 

А) до начала обработки персональных данных 

Б) сразу после начала обработки персональных данных 

В) в течение десяти календарных дней после начала обработки персональных данных 

Г) в течение десяти рабочих дней после начала обработки персональных данных 

 

3. Типовые контрольные задания или иные материалы, необходимые для 

оценки образовательных результатов обучения 

 

3.1. Типовые задания для проведения текущего контроля успеваемости по 

дисциплине/модулю/практике 

 

Задача 1. 

АО «Секрет» обратилось с иском к ООО «Магнит», о взыскании убытков за 

распространение сведений, составляющих коммерческую тайну предприятия, в 

Арбитражный суд на деятельность государственных органов по управлению 

имуществом. АО «Секрет» требовало возместить убытки в размере 500 000 рублей 

за передачу в средства массовой информации сведений об имуществе предприятия 

и денежных средствах предприятия. Сведения поступили в средства массовой 

информации в период приватизации производственного комплекса МУП 

«СТРОИТЕЛЬ». Подлежат ли удовлетворению исковые требования АО «Секрет»? 

Может ли находиться указанная информация в режиме коммерческой тайны? 

 

 

Задача 2. 

Аспирант кафедры уголовного права ТГУ, обратился в МВД РФ с просьбой 

предоставить ему информацию о совершенных на территории Томской области 

преступлениях в области оборота наркотических и психотропных веществ, а также 

предоставить информацию о правонарушениях в данной области, совершенных 

несовершеннолетними. Данная информация была необходима ему в целях 

написания кандидатской диссертации.  Руководство отказало в предоставлении 

данного рода информации обосновав это тем, что данная информация является 

конфиденциальной и имеет статус персональных данных, в связи с чем не может 

быть предоставлена в научных целях гражданскому лицу без согласия субъектов 

персональных данных, а учитывая количество данного рода преступлений 

получить согласия от всех субъектов персональных данных невозможно.  

Относится ли эта информация к персональным данным? В каком случае 

персональные данные могут обрабатываться без согласия субъекта персональных 

данных? 

Задача 3. 

Секретарь директора ООО «Синтез» Кулешова сообщила своей знакомой 

Тарасовой о том, что случайно на рабочем столе директора предприятия прочитала 

проект договора с АО «Омега», кратко изложила Тарасовой его содержание. Через 

некоторое время в СМИ появилась информация, компрометирующая ООО 



«Синтез», в том числе была опубликована информация о договоре, который ООО 

«Синтез» и АО «Омега» предполагали заключить. После публикации АО «Омега» 

отказалось заключать договор. ООО «Синтез» стало известно об источнике утечки 

информации о договоре, который оно имело намерение заключить с АО «Омега».  

ООО «Синтез» предъявило иск к Кулешовой о возмещении убытков, вызванных 

распространением сведений, составляющих коммерческую тайну. Кулешова против 

иска возражала, ссылаясь на то, что она является только техническим работником и 

не может быть субъектом такой ответственности, кроме того, по ее мнению, 

переданная информация не может рассматриваться как коммерческая тайна. 

Задача 4. 

Областная газета «Сибиряк» опубликовала статью, в которой содержались 

сведения, порочащие гражданина Н., умершего в 2015 году. Родной брат Н. Сергей 

обратился в суд к редакции газеты «Сибиряк» и автору статьи Семёнову с иском о 

защите чести и достоинства своего умершего брата. Суд принял исковое заявление 

к рассмотрению, однако затем прекратил производство по делу, обосновав это тем, 

что честь и достоинство являются неимущественными благами гражданина, в силу 

чего не могут быть объектами правопреемства. Правильно ли поступил суд?  

Правильно ли истец определил ответчиков? Как бы вы обосновали необходимость 

защиты чести и достоинства умершего лица? 

Задача 5. 

В газете «Смена» была опубликована статья о нетрадиционной сексуальной 

ориентации депутата Хватова, а также о брошенной им малолетней дочери, которой 

он не оказывает материальной помощи, не участвует в ее воспитании.    Хватов 

обратился в районный суд с иском об опровержении сведений, порочащих его честь 

и достоинство, а также потребовал присудить в его пользу в качестве компенсации 

морального вреда 1 миллион рублей. Однако в суде ответчик доказал факты, 

изложенные в газетной публикации.  Тем не менее, Хватов в суде утверждал, что 

ответчиком распространены сведения о его частной жизни, поэтому имеются все 

основания для удовлетворения его иска.    Данную информацию распространили с 

целью недопущения его избрания в представительный орган местного 

самоуправления.    Были ли нарушены какие-либо права Хватова, если да, то какие 

именно? Если Вы считаете, что «да», то существуют ли законные способы их 

защиты? Если нет, то обоснуйте свою точку зрения. 
 

 

Теоретические вопросы: 

1. Трансмиссионный механизм денежно-кредитной политики ЦБ РФ (ИПК-3.3). 

Ответ должен содержать определение трансмиссионного механизма, роль 

балансового, процентного и кредитного, валютного каналов и канала инфляционных 

ожиданий. 

2…. 

 

Кейс (ИУК-1.1, ИОПК-2.2., ИПК-3.3) 

Описание кейса 

 

Ответ должен содержать формальную постановку задач, ее решение и 

интерпретацию полученных выводов. 
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